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Datenschutzhinweise für Beschäftigte 

Information zur Verarbeitung Ihrer Beschäftigtendaten  
Hiermit informieren wir Sie über die Verarbeitung Ihrer per-
sonenbezogenen Daten durch die CUR Versicherungsmak-
ler GmbH und die Ihnen nach dem Datenschutzrecht zu-
stehenden Rechte.  
 
 
Wer ist für die Verarbeitung meiner Daten verantwortlich 
und wer ist Datenschutzbeauftragter?   
 
Verantwortlicher für die Datenverarbeitung:  
CUR Versicherungsmakler GmbH  
Heinrichstr. 155 
40239 Düsseldorf  
Telefon: +49 (0) 211 9086350  
Fax: +49 (0) 211 90866360 E-Mail: info@cur-vm.de  

Im Folgenden CUR genannt. 

 
Zuständiger Datenschutzbeauftragter:  
ARAG SE  
Datenschutzbeauftragter  
ARAG Platz 1  
40472 Düsseldorf  
E-Mail: datenschutz@arag.de 
Die Kontaktdaten sind darüber hinaus im Intranet verfüg-
bar. 
 
Welche Datenkategorien nutzt mein Arbeitgeber und wo-
her stammen diese?  
Zu den verarbeiteten Kategorien personenbezogener Daten 
gehören insbesondere Ihre Stammdaten (bspw. Vorname, 
Nachname, Namenszusätze, Staatsangehörigkeit, Personal-
nummer), Kontaktdaten (etwa private Anschrift, (Mobil-) 
Telefonnummer, E-Mail-Adresse) sowie weitere Daten aus 
dem Beschäftigungsverhältnis (z.B. Zeiterfassungsdaten, 
Urlaubszeiten, Arbeitsunfähigkeitszeiten, Skill - Daten, ggf. 
Vorstrafen1, Sozialdaten, Bankverbindung, Sozialversiche-
rungsnummer, Rentenversicherungsnummer, Gehaltsda-
ten sowie die Steueridentifikationsnummer). Hierunter 
können auch besondere Kategorien personenbezogener 
Daten (sensitive Daten) fallen.  
Ihre personenbezogenen Daten werden in aller Regel direkt 
bei Ihnen im Rahmen des Einstellungsprozesses oder wäh-
rend des Beschäftigungsverhältnisses erhoben. In bestimm-
ten Konstellationen werden aufgrund gesetzlicher Vor-
schriften Ihre personenbezogenen Daten auch bei anderen 
Stellen erhoben. Dazu gehören insbesondere anlassbezo-
gene Abfragen von steuerrelevanten Informationen beim 
zuständigen Finanzamt sowie Informationen über Arbeits-

unfähigkeitszeiten bei der jeweiligen Krankenkasse.  Dane-
ben können wir Daten von Dritten (z.B. Stellenvermittlung) 
erhalten haben.  
 
Für welche Zwecke und auf welcher Rechtsgrundlage 
werden meine Daten verarbeitet?  
Wir verarbeiten Ihre personenbezogenen Daten aufgrund 
der Bestimmungen der EU-Datenschutz-Grundverordnung  
(DSGVO), des Bundesdatenschutzgesetzes (BDSG) sowie 
sowie aller weiteren maßgeblichen Gesetze (z.B. BetrVG, 
Ar-bZG, etc.).   
 
In erster Linie dient die Datenverarbeitung der Begrün-
dung, Durchführung und Beendigung des Beschäftigungs-
verhältnisses. Die vorrangige Rechtsgrundlage hierfür ist 
Art. 6 Abs. 1 b) DSGVO i.V.m. § 26 Abs. 1 BDSG. Daneben 
können Kollektivvereinbarungen (Gesamt- und Betriebs-
vereinbarungen sowie ggf. tarifvertragliche Regelungen) 
gem. Art. 88 Abs. 1 i.V.m. § 26 Abs. 4 BDSG sowie Einwilli-
gungen gem. Art. 6 Abs. 1 a), 7 DSGVO i.V.m. § 26 Abs. 2 
BDSG als datenschutzrechtliche Erlaubnisvorschrift heran-
gezogen werden. Sofern die Verarbeitung Ihrer Daten auf 
einer Einwilligung beruht, haben Sie jederzeit das Recht, 
die Einwilligung mit Wirkung für die Zukunft zu widerru-
fen. 
Ihre Daten verarbeiten wir auch, um unseren rechtlichen 
Pflichten als Arbeitgeber insbesondere im Bereich des 
Steuer- und Sozialversicherungsrechts erfüllen zu können. 
Dies erfolgt auf Grundlage von Art. 6 Abs. 1 c) DSGVO 
i.V.m. § 26 BDSG. 
In Einzelfällen verarbeiten wir Ihre Daten, um berechtigte 
Interessen von uns oder von Dritten (z.B. Behörden) zu 
wahren. Dies gilt insbesondere bei der Aufklärung von 
Straftaten (Rechtsgrundlage Art. 6 Abs. 1 f) DSGVO i.V.m. 
§ 26 Abs. 1 S. 2 BDSG) oder dem konzerninternen Daten-
austausch zu Verwaltungszwecken. 
Darüber hinaus sind wir aufgrund der europäischen Anti-
terrorverordnungen 2580/2001 und 881/2002 verpflich-
tet, Ihre Daten gegen die sog „EU-Terrorlisten“ abzuglei-
chen, um sicherzustellen, dass keine Gelder oder sonstigen 
wirtschaftlichen Ressourcen für terroristische Zwecke be-
reitgestellt werden.  
Soweit besondere Kategorien personenbezogener Daten 
gem. Art. 9 Abs. 1 DSGVO verarbeitet werden, dient dies 
im Rahmen des Beschäftigungsverhältnisses der Ausübung 
von Rechten oder der Erfüllung von rechtlichen Pflichten 
aus dem Arbeitsrecht, dem Recht der sozialen Sicherheit 
und dem Sozialschutz (z.B. Angabe von Gesundheitsdaten 
gegenüber der Krankenkasse, Erfassung der Schwerbehin-
derung wegen Zusatzurlaub und Ermittlung der Schwerbe-
hindertenabgabe). Dies erfolgt auf Grundlage von Art. 9 
Abs. 2 b) DSGVO i.V.m. § 26 Abs. 3 BDSG.  
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Zudem kann die Verarbeitung von Gesundheitsdaten für die 
Beurteilung Ihrer Arbeitsfähigkeit gem. Art. 9 Abs.2 h) 
DSGVO i.V.m. § 22 Abs. 1 b) BDSG erforderlich sein. 
Daneben kann die Verarbeitung besonderer Kategorien per-
sonenbezogener Daten auf einer Einwilligung nach Art. 9 
Abs. 2 a) DSGVO i.V.m. § 26 Abs. 2 BDSG beruhen (z.B. be-
triebliches Gesundheitsmanagement).  
Sollten wir Ihre personenbezogenen Daten für einen oben 
nicht genannten Zweck verarbeiten wollen, werden wir Sie 
darüber zuvor informieren.   
 
Wer bekommt meine Daten?  
Innerhalb unseres Unternehmens erhalten nur die Perso-
nen und Stellen (z.B. Fachbereich, Betriebsrat,  Schwerbe-
hindertenvertretung) Ihre personenbezogenen Daten, die 
diese zur Erfüllung unserer vertraglichen und gesetzlichen 
Pflichten benötigen.  Für alle Aufgaben, die das Personalwe-
sen betreffen, bedient sich die CUR der Personalabteilung 
der ARAG SE als Dienstleister.  
 
 
Darüber hinaus können wir Ihre personenbezogenen Daten 
an weitere Empfänger übermitteln, soweit dies zur Erfül-
lung der vertraglichen und gesetzlichen Pflichten als Arbeit-
geber erforderlich ist bspw.:  
 
• Bank des Mitarbeiters (SEPA Zahlungsträger) 
• Sozialversicherungsträger 
• Rentenversicherungsträger, Versorgungswerke 
• Clearingstelle Finanzamt (ELSTAM Meldungen und  

lohnsteuerbescheinigungen) 
• Stellen, um Ansprüche aus der betrieblichen Al 

tersversorgung gewährleisten zu können 
• Stellen, um die vermögenwirksamen Leistungen  

ausbezahlen zu können 
• Meldepflichten an die BaFin (z.B. Solvency II) 
 
 
Welche Datenschutzrechte kann ich als Betroffener gel-
tend machen?  
Sie können unter der o.g. Adresse Auskunft über die zu Ih-
rer Person gespeicherten Daten verlangen. Darüber hinaus 
können Sie unter bestimmten Voraussetzungen die Berich-
tigung oder die Löschung Ihrer Daten verlangen. Ihnen kann 
weiterhin ein Recht auf Einschränkung der Verarbeitung 
Ihrer Daten sowie ein Recht auf Herausgabe der von Ihnen 
bereitgestellten Daten in einem strukturierten, gängigen 
und maschinenlesbaren Format zustehen. Daneben haben 
Sie das Recht auf Beschwerde bei einer Datenschutzauf-
sichtsbehörde.  
 
 
 
 
 
 
 

Die für uns zuständige Datenschutzaufsichtsbehörde ist:  
Landesbeauftragte für Datenschutz und Informationsfrei-
heit  
Nordrhein-Westfalen  
Postfach 20 04 44  
40102 Düsseldorf  
Tel.: 0211/38424-0  
Fax: 0211/38424-10  
E-Mail: poststelle@ldi.nrw.de 
 
Widerspruchsrecht  

Sie haben das Recht, einer Verarbeitung Ihrer personen-
bezogenen Daten zu Zwecken der Direktwerbung ohne 
Angabe von Gründen zu widersprechen. Verarbeiten 
wir Ihre Daten zur Wahrung unserer berechtigten Inte-
ressen, können Sie dieser Verarbeitung aus Gründen, 
die sich aus Ihrer besonderen Situation ergeben, wider-
sprechen. Wir verarbeiten Ihre personenbezogenen Da-
ten dann nicht mehr, es sei denn, wir können zwingende 
schutzwürdige Gründe für die Verarbeitung nachwei-
sen, die Ihre Interessen, Rechte und Freiheiten überwie-
gen oder die Verarbeitung dient der Geltendmachung, 
Ausübung oder Verteidigung von Rechtsansprüchen.  

 

Wie lange werden meine Daten gespeichert?  

Wir löschen Ihre personenbezogenen Daten, sobald sie 
für die oben genannten Zwecke nicht mehr erforderlich 
sind. Nach Beendigung des Beschäftigungsverhältnisses 
werden Ihre personenbezogenen Daten gespeichert, so-
lange wir dazu gesetzlich verpflichtet sind. Dies ergibt sich 
regelmäßig durch rechtliche Nachweis- und Aufbewah-
rungspflichten, die unter anderem im Handelsgesetzbuch 
und der Abgabenordnung geregelt sind. Die Speicherfris-
ten betragen danach bis zu zehn Jahre. 

Außerdem kann es vorkommen, dass personenbezogene 
Daten für die Zeit aufbewahrt werden, in der Ansprüche 
gegen uns geltend gemacht werden können (gesetzliche 
Verjährungsfrist von drei oder bis zu dreißig Jahren).   

Werden meine Daten in ein Drittland übermittelt?  
Eine Datenübermittlung an Stellen in Staaten außerhalb 
des Europäischen Wirtschaftsraums (sogenannte Dritt-
staaten) findet statt, soweit eine Rechtsgrundlage der 
DSGVO vorliegt. Darüber hinaus übermitteln wir keine 
personenbezogenen Daten an Stellen in Drittstaaten oder 
internationale Organisationen.  
 
Wir nutzen jedoch für bestimmte Aufgaben Dienstleister, 
die ggf. Sub-Dienstleister nutzen, die ihren Firmensitz, 
Mutterkonzern oder Rechenzentren in einem Drittstaat 
haben können.  
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Eine Übermittlung ist zulässig, wenn die Europäische Kom-
mission entschieden hat, dass in einem Drittland ein ange-
messenes Schutzniveau besteht (Art. 45 DSGVO). Hat die 
Kommission keine solche Entscheidung getroffen, dürfen 
die Unternehmen oder der Dienstleister personenbezo-
gene Daten an Dienstleister in einem Drittland nur übermit-
teln, sofern geeignete Garantien vorgesehen sind (Stan-
darddatenschutzklauseln, die von der EU-Kommission oder 
der Aufsichtsbehörde in einem bestimmten Verfahren an-
genommen werden) und durchsetzbare Rechte und wirk-
same Rechtsbehelfe zur Verfügung stehen.  
 
Wir haben zudem mit unseren Dienstleistern vertraglich 
vereinbart, dass auch mit deren Vertragspartnern immer 
Garantien zum Datenschutz unter Einhaltung des europäi-
schen Datenschutzniveaus bestehen müssen.  
 
Inwieweit finden automatisierte Einzelfallentscheidungen 
oder Maßnahmen zum Profiling statt?  
Wir nutzen keine automatisierten Verarbeitungsprozesse 
zur Herbeiführung einer Entscheidung – einschließlich Pro-
filing – über die Durchführung oder Beendigung eines Be-
schäftigungsverhältnisses. 


